Data Protection Notice

In this notice, I explain how I collect your personal data, for what purpose and your rights regarding this data. In this instance, I am data controller and processor.
The EU General Data Protection Regulation (GDPR) sets forth their main data protection principles in Article 5, and I will address each one in turn. 
1) Lawful, Fair and Transparent
The lawful basis for keeping data in this setting is your consent. In the first session you will be asked for your informed consent (signed hard copy) surrounding any and all data that I may keep for the purposes of therapy. 

2) Purpose Limitation – what data is collected:

An intake form that asks for your name, address, phone number, GP details, brief mental 
health history, emergency contact 


Informed consent form – to show that you agree, and consent to your data being kept in 
this way.

After each session a brief case note will be made to aid with counselling.

Any correspondence received from other professionals will also be kept in your personal file.  

Likewise, a copy of any letters written on your behalf by the psychologist will be kept in your personal file. 

3) Data Minimisation 
All unnecessary files are archived on an annual basis. If we have finished working together, files are archived. If we are still working together only files from the previous year and current year are stored on the laptop. The rest are archived. If you have expressed an interest in returning to counselling soon, I will keep your file active until the next archival period. 

4) Data Accuracy
In so far as possible all data shall be accurate. 
5) Storage Limitation – How I protect and store your data:

Case notes are kept on an encrypted and password protected laptop. 


Archived notes are kept safely on a separate hard drive. 


All hard copies of intake forms, correspondence etc. are kept in a locked filing cabinet.  
In line with the PSI guidelines: 


In the case of adults, data is stored for seven years, unless it is likely that data could be needed for litigation purposes. 


In the case of children, data is stored for seven years post majority, unless it is likely that it will be needed for litigation purposes. 


Cases falling under the Child Care Act (1991), or where there are child protection issues are kept in perpetuity. 

6) Integrity & Confidentiality
As the information collected is of an extremely sensitive nature, confidentiality is taken very seriously. The measures taken to minimise and store your data are also there to protect your confidentiality. In addition: 


Each digital file is given a code and only initials are used when writing up case notes. 


Any attachments sent by e-mail are encrypted. 


The information gathered from the resource website contact form is deleted immediately 
after contact has been made with the client.  

7) Accountability
I have done my best to ensure that I meet all of the above criteria and take the issue of data protection seriously. You have the right to request a copy of your data at any time. If you have any complaint about the use of your personal information, please contact me. Please be assured that all requests and/or complaints received will be fully investigated and acted on without delay.

You can also contact the Data Protection Commission in Ireland at www.dataprotection.ie
 
 
